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We have a team of dedicated professionals that 
average 9 years of security experience working on 
our technologies, vulnerabilities, and fixes. You can 
count on Red Hat to have the knowledge to keep 
your business running.  

We do more than just security updates. The product 
security team works hand-in-hand with Technical 
Support, Customer Experience, Technical Content 
Development, technical account managers, and the 
Red Hat Customer Portal teams. This ensures you 
get all the information you need—from all of the right 
places—when you need it. 

SECURITY FEATURES

Many proactive security features are 
included in our products. Technology 
improvements in the kernel, compiler, 
and libraries combine with features like 
SELinux to improve product security.

SECURITY BLOG

The Red Hat security blog, written 
by our own security experts, provides 
guidance on preventative product 
security and recommendations during 
security vulnerabilities.

PRODUCT REVIEWS

Extensive security verification is 
performed on products prior to release. 
The product security team extensively 
vets our products to ensure that known 
serious security issues are resolved 
prior to release. 

Additional security tools and resources are available 
24/7 on the award-winning Red Hat Customer Portal.  
Access CVEs for Red Hat products, contact and learn 
more about the Product Security team, read security 
announcements, and check out our security tools 
available via Red Hat Access Labs.
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UNPARALLELED SECURITY YOU CAN TRUST. 
Learn more at access.redhat.com/security

24/7/365
RED HAT CUSTOMER PORTAL

As an example, before the release of Red Hat 
Enterprise Linux 7, every single package was 
reviewed and more than 500 source RPM 
packages were audited.
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